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by Lieutenant General
Robert W. Noonan, Jr.
Emerging world trends point to a
period of unbounded strategic chal-
lenges, a wider range of threats,
increased unpredictability, and a
more complex range of operating
environments that will challenge the
United States at every level of in-
tensity. Our country will require a
world-class Army capable of rapid
response and dominance across
the entire spectrum of operations.
A broad range of well-balanced,
responsive land force capabilities,
employed within a joint operational
framework, will be critical to sustain
land dominance. To meet this de-
mand, the Army is transforming
along three major, concurrent axes:
Trained and Ready, Transforming
the Operational Force, and Trans-
forming the Institutional Army. This
article provides some perspectives
on the implications of Army trans-
formation for the Military Intelligence
Corps (see Figure 1).

Army Intelligence
Transformation

The goal of Army Intelligence is to
achieve situational dominance for
Army decision-makers and war-
fighters. Key to this is information
superiority that enables the seven
operational characteristics of the
Army Objective Force: responsive-
ness, deployability, agility, versatil-
ity, lethality, survivability, and sus-
tainability. Situation-dominating re-

sults give commanders the ability to
acquire, track, engage, and assess
targets, thus dominating the battle-
field environments and situations
across the spectrum of  conflict. Army
Intelligence is already moving out on
the path to achieve this. We are
developing  and employing a seam-
less architecture that provides an
enhanced situational awareness
through internetted command, con-
trol, communications, and computers
(C4), and intelligence, surveillance,
and reconnaissance (ISR) platforms.
These platforms provide command-
ers with a common view of the battle-
field across all echelons while
leveraging the capabilities of higher
echelons through reach-back capa-
bilities.

As the Army builds from the Initial
to the Objective Force, Army Intelli-
gence will apply lessons learned,
incorporate available technology,
and make essential changes in
training and doctrine to ensure
seamless support (see Figure 2)
while accelerating investment and
experimentation with new technolo-
gies that support Objective Force
requirements. The Intelligence
Objective Force will be capable of
providing enhanced situational un-
derstanding, battlespace visualiza-
tion, and information superiority
through collaborative, interactive,
integrated, and interoperable intel-
ligence databases and networks.
Army Intelligence achieves signifi-
cant efficiencies operating within the
Global Information Grid. Improved
simulations will train intelligence sol-
diers anywhere, and collaborative
analytical tools will give them ac-
cess to regional and technical ex-
pertise anytime.

Enabling Transformation
through S&T Investment
and Technology Protection

ISR Modernization. As the Army
begins to shape its future forces and
capabilities under the Transforma-
tion Campaign Plan, advanced

The Transformation
of Army Intelligence

Figure 1.  Transformation Changes in Military Intelligence.

See the glossary on page 64  for expansion of the acronyms.

Regardless of changes, the fundamentals will remain
true   Intelligence must allow warfighters to:
Gain greater situational awareness
   Shape the battlefield

Attain dominant maneuver and precision fires

!  Reach-back
!  Greater interoperability/Jointness
!  Embedded ISR
! Restructured ASCC/theater support
!  Restructured SIGINT
!  Focus on CI/HUMINT (SSC)
!  Pooling of linguist support

---
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technology will serve as the crucial
enabler for both achieving and
maintaining combat overmatch for
Army elements engaged against
any adversary. Army ISR initiatives
(see Figure 3) focus on migrating
to fewer, but more capable, multi-
discipline platforms with modular
sensors, integrated processors and
preprocessors, and global informa-
tion access through the tactical
info-sphere. Introduction of new
technology will allow rapid analysis,
production, and dissemination of in-
telligence to ensure a common op-
erational picture on a dispersed
battlefield.

Future Tactical Unmanned Aerial
Vehicle (TUAV) payload upgrades
will continue the trend toward a
multidiscipline ISR approach. We will
maximize the value-added potential
of tactical signals intelligence
(SIGINT) systems by transitioning
measurement and signature intelli-
gence (MASINT) capabilities from its
scientific and technical (S&T) focus
to operational and tactical intelligence

applications in support of warfighters.
Advanced technology also enables
us to merge Airborne Reconnais-
sance Low (ARL) and Guardrail
Common Sensor (GRCS) into a
single airborne platform, Aerial Com-
mon Sensor (ACS), improving the

commander’s view of the battlefield
despite diverse weather, foliage, and
low-light conditions. Similarly, our
numerous TENCAP (Tactical Exploi-
tation of National Capabilities) sys-
tems will eventually integrate into a
single system, the Distributed

Figure 2.  Army Seamless Support.

Figure 3.  ISR Support to the Objective Force.
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Objective Force Core Characteristics
•Rapid deployment and tactical mobility
•Decisive action . . . combined arms
integration
•Enhanced situational understanding and
information dominance
•Lethal and integrated fires
•Holistic force protection and survivability
•Commonality of combat platforms and
TTP
•Exploiting reach-back capabilities in all
BOSs
•Achieve joint/mulitinational
interoperability
•Flexibility and agility across full spectrum
of conflict

The
Objectiv
e Force

ISR System Requirements for Objective Force
•Surveillance in depth/360 degree overwatch
•Precision target location, ID, tracking, BDA
•Links to Joint & National capabilities
•Shared situational understanding and
battlefield visualization
•C2/Information Protect, Attack, and Exploit
Capabilities
•Full-Spectrum Force Protection
•Leveraged S&T to keep AI “Always out front!”
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Common Ground System–Army
(DCGS-A). DCGS-A will provide
a multidiscipline, interoperable,
common, open systems ISR and
targeting architecture, and critical
sensor-to-shooter links. Addition-
ally, Army Intelligence continues
to develop a computer network
exploitation capability supporting
both computer network attack and
defense.

Avoiding Technological Sur-
prise. With the need to exploit
technology to shape future ISR
capabilities comes the require-
ment to prevent that same tech-
nology from falling into the hands
of potential adversaries. Tradition-
ally, our technology-protection
methodology centers around two
axes: first, controlling the distribu-
tion and flow of technical informa-
tion while securing Army labor-
atories and second, monitoring
adversaries’ access to advanced
technology and reporting on their
capabilities to develop battlefield
abilities that threaten U.S. inter-
ests and military forces.

Maintaining the Army’s technologi-
cal edge in the future will demand a
new, holistic approach to technol-
ogy protection. This approach will
continue to rely on traditional mea-
sures, but will also demand greater
attention to adversary attempts
to thwart U.S. technological superi-
ority through denial, deception, and
asymmetric means. Furthermore,
we will have to focus significantly
more attention on the exponen-
tial growth in technology itself,
which—combined with the often
cumbersome military research and
development (R&D) and procure-
ment processes—could result in
military capabilities that are techno-
logically obsolete within a few years
of initial deployment. Finally, accom-
panying the challenges of traditional
foreign disclosure programs will be
the difficult task of managing the dis-
closure of advanced technology to
allies and industry alike.

The Chief of Staff of the Army
(CSA) has charged the Army staff,
with DA DCSINT (Deputy Chief of
Staff for Intelligence) lead, to assess
our current technology-protection
strategy and to ensure that the
Army is properly focusing on the
critical technologies essential to
achieving Objective Force R&D, ac-
quisition, and procurement mile-
stones. Crucial to success is our
ability to synchronize the technol-
ogy-protection programs and priori-
ties across a variety of Army
agencies and staffs. We must also
assess our foreign disclosure pro-
grams to ensure that we maintain
the right balance between the com-
peting objectives of foreign military
sales and technology protection.
The realities of the global economy,
and the technological and informa-
tion revolutions that underpin it, will
require great flexibility in Service
and Department of Defense foreign
disclosure policies. In spite of all
this, the bottom line remains clear.
The Army must ensure it maintains
a combat overmatch capability
against all potential adversaries.

Conclusion
In the future, the U.S. Army is

likely to face adaptive enemies us-
ing advanced technology to attack
us in asymmetric ways in increas-
ingly complex situations and ter-
rain. To ensure success, Army
intelligence must provide ground
commanders with—
"    “360 degree” surveillance.
" Precision target identification,

tracking, and battle damage
assessment (BDA).

" Internetted tactical communi-
cations and intelligence links that
facilitate continuous access to
joint and national capabilities.

" Support to command and control
(C2) and information-protect,
-attack, and -exploit, and full-
spectrum force protection.

Army Intelligence recognizes the
challenge posed by the changing
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nature of warfare. We are actively
improving current capabilities to
meet the evolving needs of today’s
National Military Strategy while si-
multaneously developing new capa-
bilities to meet the requirements of
Joint Vision 2020 and the Army’s
Transformation Plan.✹




